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by the post if the post determines that
such release is authorized by the Pri-
vacy Act. All other requests shall be
submitted by the post to the Office of
the General Counsel, FOIA/Privacy Act
Unit (GC/FOI), 301 4th Street, SW,
Washington, DC 20547, and the indi-
vidual shall be so notified of this sec-
tion in writing, when possible.

(d) In those instances where an indi-
vidual requests records pertaining to
herself/himself, as well as records per-
taining to another individual, group, or
some other category of the Agency’s
records, only that portion of the re-
quest which pertains to records con-
cerning the individual will be treated
as a Privacy Act request. The remain-
ing portions of such a request will be
processed as a Freedom of Information
Act request by the office noted in para-
graph (b) of this section.

§ 505.4 Requirements and identifica-
tion for making requests.

(a) Individuals seeking access to
Agency records may present their writ-
ten request or may mail their request
to the USIA, Office of General Counsel,
FOI/Privacy Act (GC/FOI) Unit, 301 4th
Street, SW, Washington, DC 20547. The
GC/FOI Unit may be visited between
the hours of 9 a.m. and 4 p.m., Monday
through Friday, except for legal holi-
days.

(b) Individuals, seeking access to
Agency records, will be requested to
present some form of identification. In-
dividuals should state their full name,
date of birth and a social security num-
ber. An individual must also include
her/his present mailing address and zip
code, and if possible a telephone num-
ber.

(c) When signing a statement con-
firming one’s identity, individuals
should understand that knowingly and
willfully seeking or obtaining access to
records about another individual under
false pretenses is punishable by a fine
of up to $5,000.

§ 505.5 Disclosure of information.
(a) In order to locate the system of

records that an individual believes may
contain information about herself/him-
self, an individual should first obtain a
copy of the Agency’s Notice of Systems
of Records. By identifying a particular

record system and by furnishing all the
identifying information requested by
that record system, it will enable the
Agency to more easily locate those
records which pertain to the indi-
vidual. At a minimum, any request
should include the information speci-
fied in § 505.4(b) above.

(b) In certain circumstances, it may
be necessary for the Agency to request
additional information from the indi-
vidual to ensure that the retrieved
record does, in fact, pertain to the indi-
vidual.

(c) All requests for information on
whether or not the Agency’s system(s)
of records contain information about
the individual will be acknowledged
within ten working days of receipt of
the request. The requested records will
be provided as soon as possible there-
after.

(d) If the Agency determines that the
substance of the requested record is ex-
ceptionally sensitive, the Agency will
require the individual to furnish a
signed, notarized statement that she/he
is in fact the person named in the file
before granting access to the records.

(e) Original records will not be re-
leased from the custody of the records
system manager. Copies will be fur-
nished subject to and in accordance
with fees established in § 505.11.

(f) Denial of access to records:
(1) The requirements of this section

do not entitle an individual access to
any information compiled in reason-
able anticipation of a civil action or
proceeding.

(2) Under the Privacy Act, the Agen-
cy is not required to permit access to
records if the information is not re-
trievable by the individual’s name or
other personal identifier; those re-
quests will be processed as Freedom of
Information Act requests.

(3) The Agency may deny an indi-
vidual access to a record, or portion
thereof, if following a review it is de-
termined that the record or portion
falls within a system of records that is
exempt from disclosure pursuant to 5
U.S.C. 552a(j) and 552a(k). See §§ 505.13
and 505.14 for a listing of general and
specific exemptions.

(4) The decision to deny access to a
record or a portion of the record is
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